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10 CFR Ch. I (1–1–12 Edition) § 25.25 

§ 25.25 Cancellation of requests for ac-
cess authorization. 

When a request for an individual’s ac-
cess authorization or renewal of an ac-
cess authorization is withdrawn or can-
celed, the requestor shall notify the 
CSA immediately by telephone so that 
the single scope background investiga-
tion, national agency check with law 
and credit investigation, or other per-
sonnel security action may be discon-
tinued. The requestor shall identify the 
full name and date of birth of the indi-
vidual, the date of request, and the 
type of access authorization or access 
authorization renewal requested. The 
requestor shall confirm each telephone 
notification promptly in writing. 

[64 FR 15648, Apr. 1, 1999] 

§ 25.27 Reopening of cases in which re-
quests for access authorizations are 
canceled. 

(a) In conjunction with a new request 
for access authorization (NRC Form 237 
or CSA equivalent) for individuals 
whose cases were previously canceled, 
new fingerprint cards (FD–257) in dupli-
cate and a new Security Acknowledg-
ment (NRC Form 176), or CSA equiva-
lent, must be furnished to the CSA 
along with the request. 

(b) Additionally, if 90 days or more 
have elapsed since the date of the last 
Questionnaire for National Security 
Positions (SF–86), or CSA equivalent, 
the individual must complete a per-
sonnel security packet (see § 25.17(d)). 
The CSA, based on investigative or 
other needs, may require a complete 
personnel security packet in other 
cases as well. A fee, equal to the 
amount paid for an initial request, will 
be charged only if a new or updating 
investigation by the NRC is required. 

[62 FR 17689, Apr. 11, 1997, as amended at 64 
FR 15648, Apr. 1, 1999] 

§ 25.29 Reinstatement of access au-
thorization. 

(a) An access authorization can be re-
instated provided that: 

(1) No more than 24 months has 
lapsed since the date of termination of 
the clearance; 

(2) There has been no break in em-
ployment with the employer since the 
date of termination of the clearance; 

(3) There is no known adverse infor-
mation; 

(4) The most recent investigation 
must not exceed 5 years (Top Secret, Q) 
or 10 years (Secret, L); and 

(5) The most recent investigation 
must meet or exceed the scope of the 
investigation required for the level of 
access authorization that is to be rein-
stated or granted. 

(b) An access authorization can be re-
instated at the same, or lower, level by 
submission of a CSA-designated form 
to the CSA. The employee may not 
have access to classified information 
until receipt of written confirmation of 
reinstatement and an up-to-date per-
sonnel security packet will be fur-
nished with the request for reinstate-
ment of an access authorization. A new 
Security Acknowledgement will be ob-
tained in all cases. Where personnel se-
curity packets are not required, a re-
quest for reinstatement must state the 
level of access authorization to be rein-
stated and the full name and date of 
birth of the individual to establish 
positive identification. A fee, equal to 
the amount paid for an initial request, 
will be charged only if a new or updat-
ing investigation by the NRC is re-
quired. 

[62 FR 17689, Apr. 11, 1997] 

§ 25.31 Extensions and transfers of ac-
cess authorizations. 

(a) The NRC Division of Facilities 
and Security may, on request, extend 
the authorization of an individual who 
possesses an access authorization in 
connection with a particular employer 
or activity to permit access to classi-
fied information in connection with an 
assignment with another employer or 
activity. 

(b) The NRC Division of Facilities 
and Security may, on request, transfer 
an access authorization when an indi-
vidual’s access authorization under one 
employer or activity is terminated, si-
multaneously with the individual being 
granted an access authorization for an-
other employer or activity. 

(c) Requests for an extension or 
transfer of an access authorization 
must state the full name of the person, 
date of birth, and level of access au-
thorization. The Director, Division of 
Facilities and Security, may require a 
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new personnel security packet (see 
§ 25.17(c)) to be completed by the appli-
cant. A fee, equal to the amount paid 
for an initial request, will be charged 
only if a new or updating investigation 
by the NRC is required. 

(d) The date of an extension or trans-
fer of access authorization may not be 
used to determine when a request for 
renewal of access authorization is re-
quired. Access authorization renewal 
requests must be timely submitted, in 
accordance with § 25.21(c). 

[45 FR 14481, Mar. 5, 1980, as amended at 48 
FR 24320, June 1, 1983; 57 FR 3721, Jan. 31, 
1992; 62 FR 17689, Apr. 11, 1997; 64 FR 15648, 
Apr. 1, 1999] 

§ 25.33 Termination of access author-
izations. 

(a) Access authorizations will be ter-
minated when: 

(1) An access authorization is no 
longer required; 

(2) An individual is separated from 
the employment or the activity for 
which he or she obtained an access au-
thorization for a period of 90 days or 
more; or 

(3) An individual, pursuant to 10 CFR 
part 10 or other CSA-approved adju-
dicatory standards, is no longer eligi-
ble for an access authorization. 

(b) A representative of the licensee or 
other organization that employs the 
individual whose access authorization 
will be terminated shall immediately 
notify the CSA when the circumstances 
noted in paragraph (a)(1) or (a)(2) of 
this section exist; inform the indi-
vidual that his or her access authoriza-
tion is being terminated, and the rea-
son; and that he or she will be consid-
ered for reinstatement of an access au-
thorization if he or she resumes work 
requiring the authorization. 

(c) When an access authorization is 
to be terminated, a representative of 
the licensee or other organization shall 
conduct a security termination brief-
ing of the individual involved, explain 
the Security Termination Statement 
(NRC Form 136 or CSA approved form) 
and have the individual complete the 
form. The representative shall prompt-
ly forward the original copy of the 

completed Security Termination 
Statement to CSA. 

[62 FR 17689, Apr. 11, 1997, as amended at 64 
FR 15649] 

CLASSIFIED VISITS 

§ 25.35 Classified visits. 

(a) The number of classified visits 
must be held to a minimum. The li-
censee, certificate holder, applicant for 
a standard design certification under 
part 52 of this chapter (including an ap-
plicant after the Commission has 
adopted a final standard design certifi-
cation rule under part 52 of this chap-
ter), or other facility, or an applicant 
for or holder of a standard design ap-
proval under part 52 of this chapter 
shall determine that the visit is nec-
essary and that the purpose of the visit 
cannot be achieved without access to, 
or disclosure of, classified information. 
All classified visits require advance no-
tification to, and approval of, the orga-
nization to be visited. In urgent cases, 
visit information may be furnished by 
telephone and confirmed in writing. 

(b) Representatives of the Federal 
Government, when acting in their offi-
cial capacities as inspectors, investiga-
tors, or auditors, may visit a licensee, 
certificate holder, or other facility 
without furnishing advanced notifica-
tion, provided these representatives 
present appropriate Government cre-
dentials upon arrival. Normally, how-
ever, Federal representatives will pro-
vide advance notification in the form 
of an NRC Form 277, ‘‘Request for Visit 
or Access Approval,’’ with the ‘‘need- 
to-know’’ certified by the appropriate 
NRC office exercising licensing or regu-
latory authority and verification of an 
NRC access authorization by the Divi-
sion of Facilities and Security. 

(c) The licensee, certificate holder, or 
others shall include the following in-
formation on all Visit Authorization 
Letters (VAL) which they prepare. 

(1) Visitor’s name, address, and tele-
phone number and certification of the 
level of the facility security clearance; 

(2) Name, date and place of birth, and 
citizenship of the individual intending 
to visit; 
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